**校内采购文件**

**项目名称：信息安全风险评估**

**采 购 人:** **厦门技师学院**

**2024年9月**

## 第一章 采购邀请

## 一、采购邀请

厦门技师学院对**信息安全风险评估**项目以**校内采购**方式进行采购，欢迎合格供应商参与密封报价。

1、采购项目(服务)名称、数量及主要技术规格：见附件

2、截止时间：采购响应文件应于[2024年10月8日]上午[8:30:00]（北京时间）之前提交到[**厦门技师学院，崇毅楼8楼，后勤保卫处**]，采购响应文件应密封并加盖采购响应供应商公章，逾期递交的或不符合规定的采购响应文件（未密封并加盖公章）将被拒绝。

项目经办人及联系方式：黄老师 0592-7760153

项目内容联系人：陈老师，联系电话：13950091390

**二、采购项目一览表**

|  |  |  |  |
| --- | --- | --- | --- |
| 项目名称 | 项目内容及技术要求 | 数量 | 控制价 |
| 信息安全风险评估 | 详见项目报价表 | 1项 | 26260元 |

**注：项目报价表详见附件2。**

**三、采购项目须知**

**一、项目要求**

1、本项目为整体采购,采购响应供应商应按报价一览表中的所有内容进行完整的采购响应报价，**本项目第一次报价即最终报价，不接受二次报价**。

2、服务期：自合同生效之日起，至两个信息化项目的信息安全风险评估服务完全执行完毕。供应商递交采购响应文件即视为对此已作出承诺。

3、交货地点：厦门技师学院范围内采购人指定地点。

4、能提供本地化技术服务，投标人应提供相关的证明材料。

**采购响应文件要求，须提供材料：**

1、响应供应商为企业的，提供有效的营业执照复印件；响应供应商为事业单位的，提供有效的事业单位法人证书复印件；响应供应商为社会团体的，提供有效的社会团体法人登记证书复印件；响应供应商为合伙企业、个体工商户的，提供有效的营业执照复印件；响应供应商为非企业专业服务机构的，提供有效的执业许可证等证明材料复印件；其他响应供应商应按照有关法律、法规和规章规定，提供有效的相应具体证照复印件。

2、采购响应供应商是企业或机构法定代表人的，应提供身份证有效复印件并加盖公章，若不是法定代表人，还应提供法定代表人的身份证有效复印件、授权书原件、授权代表的身份证有效复印件并加盖公章。

3、厦门技师学院信息安全风险评估项目报价表并加盖公章。

4、成交供应商在服务过程中若有出现安全事故，其责任及相应的赔偿均由成交供应商自行承担，采购人不承担所有责任及义务。**须提供承诺书。**

5、参加政府采购活动前3年内（开业不足三年的，自开业以来）在经营活动中没有违法记录、无行贿犯罪记录（或者在参加政府采购活动前3年内因违法经营被禁止在一定期限内参加政府采购活动，期限已届满）。**须提供书面声明或承诺书。**

6、成交供应商须严格按照报价清单中的要求提供信息安全风险评估的供货及服务，**须提供承诺书。**

7、响应供应商需具备中国网络安全审查技术与认证中心颁发的信息安全风险评估服务资质三级及以上，**须提供资质证书复印件加盖公章。**

8、响应供应商在近三年至少需开展2个同级别安全服务案例，**需提供案例的合同扫描件及该合同附件技术规范书扫描件。**

9、资格性、符合性所要求的其它相关信息。

**备注：采购响应供应商不满足上述规定的基本资格条件或提供资格证明文件不全的，将视为未完全响应。原件备查。**

**其他要求：**

1、本项目不接受联合体报价。

2、采购响应文件应密封、加盖采购响应供应商公章，并在密封面注明采购项目名称。未按要求提供或资料提供不齐全视为未完全响应。

**二、报价要求**

1、本项目须列出各细项目单价及总价；采购响应供应商应充分考虑服务期间人工费用上涨及市场服务费用上涨的风险，且该项风险费在报价中充分考虑。单价采用固定综合单价，包括但不限于以下费用：设备的生产制造、包装费、运输费、保险费、装卸费、安装调试费、施工费、高空作业费、行政规费与税费、管理费、风险费、检测费、验收费及技术指导、成交服务费、售后服务费等一切费用。

2、报价以人民币为货币单位，超过控制价视为无效报价。

3、采购响应供应商单价报价中漏报、少报的费用，视为此项费用已隐含在采购响应报价中，成交后不得再向采购人收取任何费用。

**三、评审规则、标准**

**（一）评审规则**

1、采购方需要向报名的每个供应商提供采购文件，使之在平等的条件下参加评审。并在规定的时间内接受每个供应商的响应文件。

2、采购方组建评审小组，评审小组对递交的响应文件的供应商进行初步审查（即资格及符合性审查），已确定其是否有具备参与评审的资格。

3、评审小组完成资格性、符合性审查之后，方可开启最后报价。

4、在评审结果出来之前，采购方和供应商要严格遵循保密的原则，任何一方不得向其他供应商透露与响应文件有关的信息。

5、供应商应对其响应文件中提供各种资料、说明的真实性负责。在评审过程中，如有发现供应商有为谋取成交而提供虚假资料欺骗采购人和评委的行为，将取消其成交资格，并按相关规定处罚。

**（二）评审标准**

1、由评审小组根据采购文件要求审核采购响应文件是否合格、有效，凡不符合资格性、符合性要求或未实质性响应采购文件的要求的均视为无效文件。

2、评审小组对通过资格性、符合性审查的供应商的最后报价进行审查，质量和服务均能满足实质性要求的前提下，报价最低的原则确定最终的供应商。

3、本单位不承诺最低投标价的供应商为成交供应商；对供应商本单位没有义务做出任何解释。

**四、验收标准**

1、采购人根据采购文件、采购响应文件、供货合同，货物技术标准说明以及国家有关的质量规范、标准规定进行服务验收。本采购文件、采购响应文件、合同、服务要求及国家有关的质量规范、标准规定，均为本采购项目的验收依据。

2、验收时成交供应商代表必须在场，验收合格后，采购人须在成交供应商出具的验收单签字，成交供应商凭验收单办理有关手续。

3、若中标供应商未按本项目所要求进行服务（包括但不限于超出交付期进行服务、未履行服务承诺），首次出现以上情况者，给与警告；连续两次出现以上情况者，将视情节严重程度给予惩罚，情节严重者，将取消该中标供应商参与本院其他项目的投标资格。

**五、服务期**

自合同生效之日起，至两个信息化项目的信息安全风险评估服务完全执行完毕。供应商递交采购响应文件即视为对此已作出承诺。

**六、合同签订**

成交供应商中标后应在5日内与采购单位签订合同，否则视为自动放弃中标权。采购文件条款、成交供应商的采购响应文件内容均为合同签订的基础。成交供应商应在合同签订后的**两日**内将合同复印件送后勤保卫处备案。

若在签订合同时，发现成交供应商有提供虚假材料谋取成交等违法违规行为，将取消其成交供应商资格，并按相关规定处罚；给采购人造成损失的，还必须进行赔偿并负相关责任。

**七、付款方式**

双方根据合同约定方式付款。